HAINC.0C — KpunTtorpadus c TOCT

HAUC.OC — KpunTorpadus c TOCT

MpepynpexpeHne no npuMmeHeHUo (perynatopuka). [JaHHbI JOKYMEHT OonucbiBaeT
TeXHNYECKY BO3MOXXHOCTb MCMNONb30BaHUA anroputmMos OCT B OTKPbITOM KPpUNTOCTEKE
HAIC.OC (ans pa3paboTkn, TeCTUPOBaHNSA, Banngaunm, HTErpaLMoHHbIX cteHaos, CI/CD
M 3KCMNyaTaUMOHHbIX 33434 BHE PeXuMoB, rae TpebyeTcs npuMeHeHune
ceptudnumposaHHoro CK3UM). B cueHapusix, rae HOpMaTUBHO TpebyeTca
ceptTndnuMpoBaHHOE CPeacTBO KpunTorpadunyeckomn 3awmtbl nHbopmaumm, Heo6xoaMmMo
NCronb3oBaTb cepTudMUMpPoBaHHbIN KpunTonposanaep/CK3M 1 cooTBETCTBYIOLLYIO
OpraHn3aLUNOHHO-TEXHNYECKYIO MOoe b NPUMeHeHUS.

1. HasHayeHue u obnacTb NpMMeHeHUs

HacToswmin LOKYMeHT npefHa3HayeH A1a CUCTEMHbIX aMUHUCTPATOPOB, NHXXEHEPOB
3KCNNyaTauuu, pa3paboTynKoB 1 MHTErpaTopos, ncrnonb3youmx HAMC.OC B kavecTse
6a3oBon nnaTdopMbl S18 CepBEpPOB, BUPTYasibHbIX MaLLWH 1 KOHTEHepoB, rae TpebyeTcs
TexHn4eckas nogaep>kka anroputmMoB FOCT Ha ypoOBHe CUCTEMHBbIX KpUnTorpapuyeckmx
6MbNNOTEK 1 YTUANT.

OcHoBHasa uenb cteka NOCT B HAMC.OC: o6ecneunTb UCMOMNb30BaHMNE POCCUIMNCKNX
KPUNTOANnropnuTMOB «M13 KOPOOKU» N5 3a4ad pa3paboTKm N TeCTUPOBAHNS, YCKOPUTb
NHTErpauuio 1 Aension, CHU3NTb CTOMMOCTb CTEHAOB U MUIOTOB 33 CYET OTCYTCTBUSA
HeobXx0AMMOCTN HeMeasleHHOro NpruobpeTeHna KpunTonpoBaraepa B CLeHapusx, rae 3to
He ABnseTcs pngnyecknm TpebosaHmnem. B cueHapusix, rae npumeHeHue FOCT-
KpunTorpaduy perfnameHTMpoOBaHoO 1 TpebyeT cepTuduumposaHHoro CK3M, HAMNC.0OC
paccMaTpuBaeTcs Kak MHepacTpykTypHasa OC, a KpuntonpoBanaep NOAKI0HaeTcs
OTAEe/IbHO.

1.1. O6BbEKT AOKYMEHTUPOBaHUA

OnwucbiBatoTCA ciepgywouime nogcncrTeMbl:

» OpenSSL 3.5.x c nogaep>xkkon FOCT vepes gost-engine (MCMONb3YeTCs «M3 KOPOOKM»,
6e3 ycTaHOBKM JOMNOMIHUTENbHbIX NAaKeTOoB).
e GnuTLS + Nettle (TLS/kpuntorpadus B user-space, Bkntodas NOCT-Habopb! WdpPoB,
Marma/Ky3sHeuuk B coctase Nettle 8 HANC.OC).
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* GnuPG + libgcrypt + libksba (nognucs/nposepka, OpenPGP n CMS/X.509 gna
TectupoBaHus FOCT-06beKkTOoB).

* Nginx B cueHapusax TLS-tepMmuHaumm ¢ FTOCT-cepTudnkatamm (KaKk KOMNOHEHT
NHPPACTPYKTYPbI).

* cryptsetup/LUKS + dm-crypt (undppoBaHmne AaHHbIX Ha OMCKe C UCNONb30BaHNEM
anropmnTMoB, JOCTYMHbIX B KpMNTO-API aapa Linux n/nnm nonb3oBaTenbCKnx
onénunorek).

* Maponu u cekpeTbl (pasrpaHnyeHme: xawmnposaHue naponein, KDF, xpaHeHune
cekpeToB 1 npumeHnmocTtb [OCT).

2. TepMUHbI, COKpPaLLEHUSA, COCTAaB HOPMATUBHbIX CCbUTOK

2.1. TepMUHbI

* TOCT-anropuTmMbl — Habop KpunTorpadryeckmnx anropuTMoB, CTaHAAPTU30BAHHbIX
B P® (nognuce, xawmnposaHue, 6n1o4Hble Wwndpbl 1 T.0.).

* CK3W — cpenctBo Kpuntorpadpuryeckomn 3awmTbl "HGopMaumm (B T.4.
cepTndMUNpPOBaHHOe).

* PKI — nHdpacTpykTypa OTKpbITbIX Kntoyen (ceptudukatsl, YL, CRL/OCSP).

* CMS — Cryptographic Message Syntax (PKCS#7), koHTenHep noanucn/wmndpoBaHns.

» dm-crypt — nogcucrtema aapa Linux gns wmdpoBaHnsa 6104YHbIX YCTPOWCTB.

e LUKS — ¢opmaT KoHTerHepa dm-crypt (LUKS1/LUKS2) ¢ MmeTagaHHbIMUK U CrIOTaMu
KNo4en.

2.2. CokpalueHunsa

* 3N — 3neKkTpoHHas noanuchb.

* YLl — ynocToBepsowmin LeHTp.

» KDF — Key Derivation Function, pyHKumnA BbIpabOTKM KItOHa 13 Napons/cekperta.
* PBKDF2/Argon2 — pacnpocTtpaHéHHble KDF gna naponein/knioyen.

* TLS — Transport Layer Security.

2.3. HopmaTuBHbIe CCbUJIKUN

B SKCMyaTaUMNOHHbIX N OPNANYHECKN 3HAYUMDbIX CLUEHAPUAX HEO6XO,EI,I/IMO

PYKOBOACTBOBATbCA ,EI,EI7ICTBWOLLI,I/IMI/I HOPMAaTUBHbIMWN aKTaMWl PO, BHYTPEHHUMUN

pernaMeHTaMm opraHn3auunn m Tpe6OBaHI/IﬂMI/I K NMPNMEHEHUIKO CEpTI/ICI)I/ILI,I/IpOBaHHbIX
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CK3W. B paHHOM OOKYMeHTe aKLUEeHT cAefiaH Ha TeXHMYECKNX acreKTax peanvsaunm n
npoBepKn paboTbl KPUNTOCTEKA.

3. ApxutekTypa Kpuntorpadumuyeckoro creka HANC.0C

MNoppepxka NOCT B HAIC.OC peanusyeTcs Kak Habop COBMeCTMMbIX NOACUCTEM, KaXKaas
N3 KOTOPbIX 3aKpbIBaeT CBOM Knacc 3agay: TLS-coeanHeHnsa, nognmcu/KoOHTeNHepbI,
KnoveBas MHPPaCTPYKTypa, WndpoBaHMe Ha AUCKe, MPUKIagHble onepauunu.

Jlornyeckasa cxema

MpunoxxeHna
00 Nginx / web-cepBuchbl (TLS)
00 curl / gnutls-cli (anarHocTtuka TLS)
00 GnuPG (nognuce/nposepka OpenPGP, CMS)
00 cryptsetup (LUKS/auncku)
00 cepBucbl/ckpunTbl (KDF, nognuck, windposaHme daiinos)
i
CnctemMHble KpunTobnbnoTeKn
00 OpenSSL 3.5.x + gost-engine (TOCT ana OpenSSL-notpebuTeneii)
00 GNuTLS + Nettle (TLS n cummeTpuyHblie TOCT-anropuTMBbl)
00 libgcrypt + libksba (nognucb/ceptudunkatsl/CMS, TecTupoBaHue)
0
HWXHWI ypoBeHb
00 crypto API agpa Linux (/proc/crypto), dm-crypt
00 annapaTHble ycTponcTBa/PKCS#11 (Mpyv Hannyum v npm HacTpomKe)

3.1. MpUHLUMN NOCTAaBKUN «N3 KOPOOGKN»

HAINC.OC noctasnsiet FTOCT-GyHKLUMOHANbHOCTb Kak 4acTb 6a30BOro CTeKa: Nosb30BaTesio
He TpebyeTcsa ycTaHaBNMBaTb AONONHUTENbHbIEe NakeTbl Ang BkatoveHns FOCT B OpenSSL
(ncnonb3yeTcHa NpoekT gost-engine), a Takxe goctynHa kpuntorpadumsa NOCT B
nonb3oBaTeNnbCKNX MHCTpyMeHTax (GnuTLS/Nettle, GnuPG/libgcrypt/libksba) cornacHo
KOMMIEeKTaumm cucTemsl.

4. MNepeyeHb nogaep>xusaembixX anroputmon NOCT

dakTnyecknin Habop AOCTYMHbIX aNropuTMoB onpeaensietcs cbopkom bnbnnoTek,
KoH$urypaumven OpenSSL 1 OCTYNMHOCTbIO KPUNTONPUMUTMBOB B Agpe Linux.
Bepudurkaums BbINONHAETCS KOMaHgaMK, NpUBeAEHHbIMU B pa3genax 5-12.
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Fpe Knio4yeBble

KaTteropusa Anroputmbl

ncnonb3yeTcs nortpeéurenn
FOCT P 34.11-2012
(Ctpunbor 256/512) Moanuce, KDF,
(B 3aBMCMMOCTU OT COOpPKM OpenSSL,
KOHTPO/b :
XawmpoBaHue TaKXe MoryT libgcrypt/GnuPG,
LEesIoCTHOCTH,
NPUCYTCTBOBaTb PKI Nettle/GnuTLS
yCTapeBLUMe BapuaHTbl Ans
COBMECTUMOCTN)
FOCT P 34.10-2012 E(L(cLTvcllvcl)i’aHme OpenSSL, GnuPG
Mopnucs / UM (256/512), 3 P (OpenPGP un
napametpbl/KpuBble TK-26 M, noAnmcy gpgsm/CMS)
apTedakToB
TLS, GnuTLS/Nettle;
rOCT P 34.12-2015: lwnpposaHme OpenSSL (vepes
CummeTpuyHoe Ky3Heunk, Marma DaHHbIX, gost-engine);
wudppoBaHue rOCT 28147-89 COBMECTUMOCTb dm-crypt (ecnu
(Hacnegyemble KOHTYpPbI) c FOCT- AOCTYMNHO B
cepBucamu anpe)
CTR-ACPKM, OMAC/IMIT un TLS (TOCT- GnuTLS/Nettle,
PeXXumbl n Habopbl),
Ap. (Mo AOCTYNHOCTM B NpUKNagHble
ayTeHTUpuKauunsa NPOTOKOJbI,
peanunsaunm) . onbnnoTekun
KOHTenHepbl
VKO/ECGOST-nponssogHble | TLS, CMS, GnuTLS/Nettle,
OpenSSL/GnuPG
O6MeH Kn4YamMmn  MexaHU3Mbl (B cocTaBe NPOTOKOJbI
. (B 3aBUCUMOCTHU
cTeKa) B3aMOOEeNCTBUSA
OT C60pKN)

MpumeyaHwue. s Uenei JaHHOrO JOKYMEHTA «MOAAEPXKKA anNropuTMa» TPAKTYyeTCs Kak
BO3MOXHOCTb NnepeyncieHns, Bbibopa 1 NPaKTMYeCKOro NpMMeHEHNs B LUTATHbIX
yTUAnTax cuctemsl. lOpranyeckas 3Ha4YMMOCTb 1 COOTBETCTBUE TPeboBaHNSM
PerynaTopoB 3aBUCAT OT PEXMMA MPUMEHEHUS U HaNMyuns cepTUULNPOBAHHbIX
KOMMOHEHTOB B TPebyeMbIX C/ly4asix.

5. OpenSSL + N'OCT (gost-engine): Ha3Ha4yeHue,
npoBepka, 6a3oBble onepauuu

B HANC.OC FOCT-kpunTorpadus ana OpenSSL fOCTyMHa «13 KOPOBKM» 1 MOAKIOYAETCs
yepes nNpoekT gost-engine (engine-moaynb OpenSSL). 3To no3sonseTt ncrnonb3osatb [OCT-

anropuTMbl B MHCTPYMEHTaX N CepBUCax, KOTOpble opueHTUpytoTcsa Ha OpenSSL Kak Ha
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KpunTtorpadpuydeckmin backend.

5.1. lpoBepKa BepcuU U aKTUBHOU KOHPUrypaumm

# Bepcus OpenSSL
openssl version -a

# MNpoepka goctynHbix ENGINE (Mpv Hanuymm KoMaHgbl engine)
openssl engine -t -c 2>/dev/null | sed -n '1,200p'

# Monck FOCT-anropnTMOB B CrINCKax (baKTnyeckme nmeHa 3aBUCAT OT COOPKN)
openssl list -digest-algorithms | grep -i gost | | true

openssl list -public-key-algorithms | grep -i gost | | true

openssl list -cipher-algorithms | grep -i -E 'gost|kuz| magma | grasshopper' | | true

Tpe6oBaHMe K MHTEpnpeTaunm pesynbtaTtoB. B OpenSSL nmeHa anropMtMoB u
nposangepos/engine-naarmHOB 3aBUCAT OT KOHKPeTHON cOopKn. B npakTnyecknx
cueHapuax cnegyet: (1) cHavana nonyyYnTb GpakTnyeckne MMeHa anropuTMOB KOMaHAoM
openssl list ...; (2) ncnonb3oBaTb 3TU UMeHa B KOMaHAaX
nognucu/wndposaHus/reHepaumn Knoden; (3) dnukcnposaTb NOAyYeHHble CNUCKU B
3KCnNyaTauMOHHON JOKYMEHTALMM KOHKPETHOIrO KOHTYpA.

5.2. MoaroTtoBKa oKpy)XXeHuUsa: KoHpurypauma OpenSSL

B Tunosown cxeme 3arpy3ka FOCT-engine ocyLecTBASeTCA Yepe3 CMCTEMHbIN Gann
KoHurypauum OpenSSL (Hanpumep, /etc/ssl/openssl.cnf nnu skBnBaneHTHbIN NyTb B
HAINC.OC). Ha ypoBHe NHPPaCTPyKTypbl AOMYCKaTCS ABa NoAxo/a:

1. CucteMHbIn — [OCT-engine NOAK/OYEH B ccTteMHOM openssl.cnf (pekomeHnayeTcs
AN eamMHoobpasus).

2. NNokanbHbI — 3a03éTcA nepemMeHHas okpyxeHns OPENSSL_CONF Ha cepBuUC/toHUT
(TouyeyHoe BK/1KOYeHMe).

Mpumep MUHMManNbHON cxeMbl KOHUrypauum (pedpepeHc-LuabnoH):

# MNpumep. AnanTupyiiTte nyti nog HAMC.OC.
# dann: /etc/ssl/openssl.cnf (nnn aHanor)

openssl_conf = openssl_init

[openssl_init]
engines = engine_section
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[engine_section]
gost = gost_section

[gost_section]

engine_id = gost

# dynamic_path = /usr/lib64/engines-3/gost.so
default_algorithms = ALL

TexHn4yeckoe npumeyaHume. OpenSSL 3.x pa3BuBaeTCs B CTOPOHY provider-mogenu, npu
3ToM ENGINE-noacuctema ncnonb3syetcs Anst o6paTtHonM coBMecTumocTu. B
NHPPACTPYKType AoMnyCcKaeTcs 3KCrayaTauma engine-noaxona npu yciosmm
AOKYMEHTUPOBaHMSA KOHOUIypauum n KOHTPONS 06HOBAEHWIA.

5.3. FleHepauunsa knto4ven NOCT n BbiNycK cepTuPpuKaToB
(npakTn4yeckaa cxema)
Hwxe npnBenéH pekoMeHayeMbl MOPALOK AENCTBUN, KOTOPbIN He OnnpaeTcsa Ha

«npegnosaraeMble» MMeHa afnropuTMOB, @ CHayvasna nusBnekaeT pakTuyeckme 3Ha4YeHus 13
OpenSSL.

War 1. OnpeaennTb [OCTYMNHbIE aNITOPUTMbI KJTlOYel N XaLwewn

openssl list -public-key-algorithms | grep -i gost | | true
openssl list -digest-algorithms | grep -i gost | | true

LWar 2. CreHepupoBaTb K104 (NnpumepHas ¢opma)

KomaHza reHepaunuy 3aBUCUT OT TOrO, KaK UMEHHO engine 3KCNopTUPYEeT afropuTMbl
(Ha3BaHMA MoOryT oTnmyaTbcs). Tunosasa dopma ang OpenSSL 3.x:

# Mprmep (aganTupyiiTe anropMTM 1 NapameTpbl No BbiBoAy openssl list)
# Bo3MOXHble nmeHa: gost2012_256, gost2012_512 n T.n.
openssl genpkey -algorithm gost2012_256 -out gost2012_256.key.pem

# MNonyynTb OTKPbLITLIN K104
openssl pkey -in gost2012_256.key.pem -pubout -out gost2012_256.pub.pem

War 3. Cpopmuposatb CSR n camonognucaHHbli ceptudpukar

# CSR (PKCS#10)
openssl req -new \
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-key gost2012_256.key.pem \
-subj "/C=RU/ST=Moscow/L=Moscow/O=NiceOS/OU=Lab/CN=localhost" \
-out gost2012_256.csr.pem

# CamonognucaHHbIn cepTndukart (4Ns cTeHaa)
openssl req -x509 -new \
-key gost2012_256.key.pem \
-subj "/C=RU/ST=Moscow/L=Moscow/O=NiceOS/OU=Lab/CN=localhost" \
-days 365\
-out gost2012_256.crt.pem

LWar 4. NMposepka cepTtupukata n OID

openssl X509 -in gost2012_256.crt.pem -noout -text | sed -n '1,200p'
openssl x509 -in gost2012_256.crt.pem -noout -text | grep -E "Signature Algorithm | Public Key
Algorithm|1\.2\.643" -n

5.4. Mopnucb 1 npoBepka ¢pannoB (TeCTOBbIN KOHTYP)

[ns TeCcTupoBaHNSA KOPPEKTHOCTU CTeka yaobHo ncnonb3oBatb CMS/PKCS#7 noanucu, Tak
KaK OHM 6111M3KN K peanbHbIM KOHTYpam 30.

# Mognucatb ¢panin B CMS (DER)
openssl cms -sign \
-binary -in document.bin \
-signer gost2012_256.crt.pem \
-inkey gost2012_256.key.pem \
-outform DER -out document.p7s \
-nodetach

# MpoBepuTb NOAMNKWCH (A9 CAMOMOANMCAHHOIO CTeHAa ucnonb3yiTe -CAfile Tem xe cepTndukatom)
openssl cms -verify \

-binary -in document.p7s -inform DER \

-CAfile gost2012_256.crt.pem \

-out /dev/null

MpumeyaHne no gnarHoctuke. MNpu owmbkax «unsupported algorithm / unknown OID»
nepsuYHO NpoBepsatoTcs: (1) akTUBHOCTb 3arpy3ku gost-engine; (2) Hannymne anroputmMoB B
openssl list; (3) koppekTHOCTb KOH$Urypaumm OPENSSL_CONF gns KOHTeKCTa BbINOJIHEHUS
(systemd/koHTenHep).
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6. TLS no N'OCT: GnuTLS/Nettle n npakTuyeckasn
ANArHoCTuKa coeguHeHnn

Ona cueHapveB TLS-OMarHoCTUKM 1 CePBUCOB, NCMonb3yowmx GnuTLS, B HANC.OC
npuMeHseTcsa ceaska GnNUTLS + Nettle. Mpu Hanuunu TOCT-anroputmos B Nettle n
BKto4eHHom onumn TOCT B GNUTLS cTaHOBUTCS AOCTYNHa NnpakTuyeckas pabota ¢ FOCT-
HabopoM LW pPOoB (kak NpaBuo, B pamkax TLS 1.2).

6.1. NMpoBepka Hanuuusa N'OCT B GnuTLS

# Cnncok BO3MOXXHOCTEN
gnutls-cli --version

# Mownck TOCT B [OCTYMHbIX anropnTMax/npuopurteTax (BapuaHTbl 3aBUCAT OT BEPCUN)
gnutls-cli --list 2>/dev/null | grep -i gost | | true

6.2. TectoBbin TLS-cepBep n knueHTt (FTOCT-npuopunTeT)

[ns nokanbHOM NpoBepku ncnonblyercsa gnutls-serv n gnutls-cli. Ceptudunkat moxeTt 6bITb
BbINyLLEeH yTunuTon certtool (GNuTLS-yTunuta) nnéo OpenSSL (Npy ycnoBumn, 4To
CEPTUPUKAT U KNOY AOCTYMHbI B MOHATHbIX popMaTax).

Mpumep: reHepauus KnYa U camonoanucaHHoro ceptudurkara Yepes certtool

# F'eHepauWs 3aKpbITOro KtoYa (MprumMep; GakTUYeCKU TUM KtoYa YTOYHSTe No cnpaBke certtool)
certtool --generate-privkey --outfile gost.key

# LLlabnoH ceptudumkata
cat > server.tmpl <<'EOF'
cn = "localhost"
expiration_days = 365
tls_www_server
dns_name = "localhost"
EOF

# CamonoanucaHHbIn cepTudumkat
certtool --generate-self-signed \
--load-privkey gost.key \
--template server.tmpl \
--outfile gost.crt
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3anyck cepBepa 1 nogknoyYeHne knneHta c FOCT-npuoputeTom

# Cepsep (TLS 1.2, TOCT-npuopuTeT)

gnutls-serv --priority 'NONE:+VERS-TLS1.2:+GOST" \
--x509certfile gost.crt --x509keyfile gost.key \
--port 5555

# Knuent
gnutls-cli --priority '"NONE:+VERS-TLS1.2:+GOST'" -p 5555 localhost

OrpaHuyeHue. TOCT-Habopb! WNdPOB, KaK NpaBuio, NpumeHsoTca B TLS 1.2. B
3KCMJlyaTauMOHHON OKYMEHTaUUM KOHTYpa creayeT QUKCUPOBATb MOSIUTUKY MPOTOKOJIOB
(Bkntoyasa oTkaodeHne TLS 1.3 npu HeobxoaMMOCTM COOTBETCTBUSA NPOGUIILO).

7. GnuPG/libgcrypt/libksba: nognuce n nposepka
(OpenPGP n CMS/X.509)

MNoaaepxkka FOCT B GNUPG (B coctaBe HAMC.OC) NCMosb3yeTcst Kak MHKeHEPHbIN
NHCTPYMEHT: reHepaLums TeCTOBbIX K/to4eln, NpoBepKa NoANUCcK, aHanuns cepTuPurKaTos n
KOHTelHepoB, penankauns owmnbokK nHterpaumm 6e3 HeobxoaMMOCT HemMmeOSIeHHOro
NOAKNIOYEHNSA NPONPUeTapHOro KpunTonposangepa.

7.1. Ponn KOMNOHEHTOB

e gpg — OpenPGP (kntouu, nognuce, WwudposaHme) ang cueHapues CI/nognmncanus
apTedaKToB 1 TECTOB.

* gpgsm — X.509/CMS (S/MIME, koHTelnHepbl noanucu), 6yiM3kKo K JOKYMeHToo60opoTy
1 PKI-KOHTypam.

* libgcrypt — kpuntorpaduyeckme npummnTmssbl (B 7.4. FTOCT-xawm/nognucy npm
cbopke C nogaep>KKon).

* libksba — ASN.1/DER, X.509, CMS, OCSP/CRL (pa36op/nposepka cTpyktyp n OID).

7.2. MuHnmanbHasa nposepkKa «OCT BKJIIOYEH»

# O6was nHdopmaumsa o cbopke
gpg --version
gpgsm --version

# MNposepka nmnopta NOCT-cepTudukaTa (MPUMEPHbIN KOHTYP)
# ®ann gost256.crt ponxeH 6biTb B DER/PEM B COOTBETCTBUM C BaLLMMU TECTOBbIMU AaHHbIMU
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gpgsm --debug-all --import gost256.crt

7.3. NMpaKTnyeckKkune cueHapum Ucnonb3oBaHus B
WH)XEeHEPHbIX KOHTYpaXx

* TecTupoBaHMe COBMECTMMOCTU cepTuduKaToB/nognmcen ot pocCUncKknx YL
(aHanu3 OID, EKU, nonnTtuk).

* PerpeccnoHHble TeCTbl MHTErpauum (nocne obHoOBMEeHUS
OpenSSL/GnuTLS/libgcrypt).

e Moprotoeka CI/CD: nognuck apTedaKToB, NPOBEpPKa Lienoyek B pipeline, nposepka
CMS-KoHTenHepoB.

e lInarHoCTUKA «Ha CTeHae»: BOCNpon3BeaeHe oWnbokK 6e3 3aKynKku
KpunTornposangepa Ha paHHen cTagumn npoekTa.

MpakTuuyeckas mogenb npumeHeHuns. HAC.OC 3aKpbiBaeT NHXXEHEPHBbIN LK/
«pa3spaboTka 0 TectnposaHume 0 nHterpaums 0 gennon». Ha sTane nepexofa B
IOPUANYECKN 3HAYNMYIO SKCMTyaTaumMio NOAKITIOHAETCH CepTUGNLNPOBAHHbBIN
Kpuntonposangep (ecnm 31o TpebyeTcs HOPMaTUBHO), NPY 3TOM UHGPACTPYKTYPHbIN
KOHTYp Yy>Xe NoAroToBfIeH U NPOTECTUPOBAH.

8. Nginx u TOCT-cepTuduKaTtbl: MECTO B apXUTeKType

Nginx B TMNoBON NHPPACTPYKType BbINOMHSAET posb TLS-TepMUHaTOpa 1 reverse-proxy.
MNpumeHeHne FOCT-cepTndmKaToB B Nginx 3aBUCUT OT TOro, KAKUM KpunTorpapuyecknm
backend oH cobpaH/cBa3aH: yalle Bcero 3to OpenSSL. B HANC.OC, npu Hanuumm
OpenSSL+TOCT (4epe3 gost-engine), BO3MOXHO dopMUpoBaHMe CTEHA0B U MUNOTHbIX
nHcTannsaumn ¢ FOCT-cepTndmkaTaMmmn gnsa TeCTUPOBAHNS.

8.1. O6wme TpeboBaHNA K KOHTYPY

* Nginx gonyeH 6bITb cobpaH ¢ nogaepxkon OpenSSL (Tunosasi cbopka).

» [OCT-engine gonxeH 6bITb 3arpy>keH B KOHTeKcTe npouecca Nginx (4epes
cucteMHbi openssl.cnf nunn OPENSSL_CONF).

» Bbibop ciphersuites fonkeH cooTBeTCTBOBATb TPebOOBaHNAM COBMECTMMOCTU
KnneHTta (06bl4HO TLS 1.2 n FTOCT-Habopsl).
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8.

8.

2. MpakTU4yecKnin NOpPsa[oK NoAroToOBKY

1. CreHepupoBaTtb FOCT-kntou/ceptudukaT (pasgen 5.3) nmbo ncnonb3oBatb
cepTudunkat TectoBoro YLI.

2. MposepuTb, uto openssl ciphers Bugnt FOCT-HabopbI.
3. Hactpontb Nginx Ha TLS 1.2 n orpaHnyuntb Habopsbl wundpos nog FOCT-npoduns (B

paMKax CTeHAa).

4. MNpoeepuTb coenHeHne knneHToM: gnutls-cli --priority 'NONE:+VERS-TLS1.2:+GOST".

3. PedpepeHc-pparmeHT KOHPuUrypauumm Nginx

(wa6noH)

server {

listen 443 ssl;
server_name example.local;

# Ceptudukat n knwod (FTOCT)
ssl_certificate  /etc/nginx/tls/server.crt.pem;

ssl_certificate_key /etc/nginx/tls/server.key.pem;

# Ana FOCT o6bl4HO NpuMeHseTcs TLS 1.2 (nonmTuka NnpoToKonoB GUKCMpyeTcs B AOKYMeHTaLmun

KOHTYpa)

b

ssl_protocols TLSv1.2;

# Habopbl WrdpoB yKkasbiBaloTCs MO GaKTUHeCKOMY BbIBOAY:
# openssl ciphers -v | grep -i gost

# MpumepHasa dopma (BAMONHUTD MO OAKTY):

ssl_ciphers 'GOST-....GOST-...";

ssl_prefer_server_ciphers on;

location / {
proxy_pass http://127.0.0.1:8080;
proxy_set_header Host $host;
proxy_set_header X-Forwarded-For $proxy_add_x_forwarded_for;
proxy_set_header X-Forwarded-Proto $scheme;

}

KoHTponbHbIN TecT. [Nocne nepesanycka Nginx BbinonHUTe nposBepky: gnutls-cli --priority
'NONE:+VERS-TLS1.2:+GOST' example.local -p 443.
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9. WndppoBaHue paHHbIX Ha Ancke: cryptsetup/LUKS n
FOCT-anroputmbli

LLndpoBaHme AaHHbIX Ha gucKe B Linux peanusyetcsa Yepes dm-crypt (nogcucrema a4apa),
a yrnpas/fieHne KOHTenHepamu BbIMONHAET cryptsetup. Boibop wndpa/pexmnma
onpenenseTca 4OCTYNHOCTbIO anropntMoB B KpunTto-API aapa Linux, a napameTpbl KDF n
MeTaZlaHHbIX — BO3MOXHOCTAMM Cryptsetup 1 NONUTUKOM 6€30MacHOCTN KOHTYpPA.

KnioueBon npuHuunn. B LUKS-KOHTelHepe BaxHO pa3genaTs: (1) anropnt™ wndpoBaHus
AaHHbIX (cipher/mode ansa dm-crypt) u (2) anroput™ 3awmTsl kKNtoda (KDF gns naponbHomn
dpasbl, NnapameTpbl cfioTa Kto4va). B FTOCT-KOHTypax 06bIYHO HOPMUPYETCS UMEHHO
KpunTtorpadpuyeckmin npodusb (aArOpPUTMbI/pPeXxXxnMbl/AJINHbLI KAOYeR), Npy 3TOM
naponbHas KDF MoxeT ocTaBaTbCcs coBpemMeHHon (Argon2id v T.1.), ecan 3To JonycTuMo
NOJINTUKON N perfaMmeHToM.

9.1. Bepndpunkauma goCcTtynHbIX aJiIropuTMoB agpa
# CNnCOK KpMNTOANropuTMOB f4pa
cat /proc/crypto | sed -n'1,120p'

# Mownck FOCT/Ky3Heunk/Marma no nMmeHam (bakTnyeckmne nMeHa 3aBUCAT OT AApa U Moayren)
grep -i -E 'gost|kuz|magma | grasshopper |streebog' /proc/crypto || true

9.2. ilnarHocCTuka cryptsetup: nponsBoAnTEeNIbHOCTb U
AOCTYNMHOCTb

# BeHUMapKum cryptsetup (momoratT onpenennTb 4OCTYNHblIe KOMOUHALMN U CKOPOCTb)
cryptsetup benchmark

# Npun He0b6X0AMMOCTN — YKa3aTb NpefnonaraemMbii cipher (3aBUCUT OT JOCTYMHOCTM B A4pe)
# cryptsetup benchmark --cipher <CIPHER-NAME>

9.3. PedpepeHc-cxema co3gaHua LUKS2 (LuabnoH)

Mockonbky nmeHa FOCT-wundpos ans dm-crypt 3aBUCAT OT KOHKPETHOro sigpa 1 cbopkuy,

AOKYMeHTUpyeTcs WwabnoHHas komaHaa. Nepen npuMmeHeHnem Heobxoaumo: (1)

3adumKcnpoBaTb A4OCTYMNHbIN cipher/mode no /proc/crypto u cryptsetup benchmark; (2)
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noaTBepAnNTb TPebOBaHUAMU KOHTYPA (K4, peXxunmMsl, napametpbl KDF).

# BHUMAHWE: npumep-wwabnoH. MNoactaBbTe pakTnyeckne 3HadeHus cipher/mode.
# Yctporicrso: /dev/vdb (nprumep)

# KoHTenHep: LUKS2

# KDF: Argon2id (pekoMeHayeTcs kak naponbHas KDF gnsa 3awwmuTbl KNOYEBOro coTa)

cryptsetup luksFormat /dev/vdb \
--type luks2 \
--cipher <CIPHER> \
--cipher-mode <MODE> \
--key-size <BITS>\
--pbkdf argon2id \
--iter-time 3000

# OTKpbITE KOHTENHepa
cryptsetup open /dev/vdb secure_data

# Co3paHune ®C
mkfs.ext4 /dev/mapper/secure_data

# MoHTMpoBaHMe
mount /dev/mapper/secure_data /mnt/secure_data

9.4. SkcnnyaTtauuoHHble onepaunm LUKS

# NHdopmaums o KoHTelHepe
cryptsetup luksDump /dev/vdb

# Pe3epBHOe KOMMPOBaHMeE 3arofoBKa (KPUTUYHO OJ15 SKCMyaTaLmn)
cryptsetup luksHeaderBackup /dev/vdb --header-backup-file luks-header.vdb.bin

# [lob6aBneHve JONOAHUTENBHOW MAapPOSbHOM ¢pa3bl (HOBbLIW COT)
cryptsetup luksAddKey /dev/vdb

# YpaneHue cnota (OCTOPOXHO: He NOTEPATb JOCTYM)
cryptsetup luksKillSlot /dev/vdb <SLOT_NUMBER>

OrpaHnyeHue N OTBETCTBEHHOCTb. HenpasubHbIN BbibOp cipher/mode nnn noteps
3aronoBka LUKS BefyT K yTpaTe 40OCTyNa K AaHHbIM. 115 KaXX40ro KoHTypa TpebyeTcs
pernameHT: pe3epBupPOBaHLE 3arof0BKOB, yYrpaBreHne cIoTaMu, poTauns Knoden,
KOHTponb napameTpos KDF.
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10. Maponu n cekpeTbl: rae npumeHum NOCT, arpe

TpebylTcsa coBpeMmeHHble KDF

10.1. PasrpaHuyeHue 3aga4

3agayva

XpaHeHue naponen
nonb3oBartenemn
(ayTeHTUdUKauuna)

XpaHeHune ceKpeToB
npunoxeHnn (API
keys, TOKeHblI)

BbipaboTka kntouen
13 napons gns
wndposaHus (KDF)

HOpugnyecku
3Ha4MMas nognuch

MpaBunbHas
KpunTtorpadpunyeckas
Mopenb

Mamatbémkume KDF:
yescrypt/argon2id (8
3aBMCUMOCTM OT
MOJINTUKN), CONb,
napameTpbl CTOMMOCTU

He «xawmpoBaTb», a
wudpoBaTb: KMS/Vault,
LUKS, HSM/PKCS#11, ACL,

ayauT

PBKDF2/Argon2id + conb +
napameTpbl;
npegnoyteHne Argon2id

CeptndunumpoBaHHoe
CK3WU + pernameHT + PKI

Ponb N'OCT

FOCT-x3LW He aBNgeTcd «Mo
YMOJTHaHMIO» NPaBUNbHbIM
3amMeHunTenem naponbHoun KDF;
FOCT NpyMeHMM B NHbIX CNOAX
(PK1/3M), nnbo B pamkax
pernamMeHToB, rae 3To OTAeNbHO
onpegerneHo

FOCT npMMeHUM Kak anroputm
lwndposaHmsa/nognncu B
XpaHuUnuLle ceKpeTos (B
3aBMCMMOCTN OT BbIBPAHHOIO
MeXaHn3ma)

FOCT-xaw MmoxeT
ncnonb3oBaTbCsa Kak PRF/xaww B
PBKDF2 npwv Hannuymnu
peannsauuu; npun 3Tom
TpeboBaHNSA KOHTYpa AOKHbI
6bITb ABHO 3adUKCMPOBaHbI

FOCT obsi3aTeneH no
pernameHTam, HO peanun3aums
JOJKHaA ObITb
cepTMGULNPOBAHHON NMpHn
COOTBETCTBYIOLLMNX TpebOoBaHMSX

10.2. MpaKTHnYecKunii nHXXeHepHbIli noaxon B HAUC.OC

B MHXeHepHbIX KOHTypax (pa3paboTka/TecTupoBaHme) LenecoobpasHo:

e ncnonb3oBatb NOCT-nognucy n FOCT-cepTndmKaTbl ANA BOCNPOU3BeaeHNUS
nHTerpaunm (TLS, CMS, PKI);
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* ICNOJIb30BaTb COBPeMeHHble naposibHble KDF ang nokanbHow ayTeHTUdUKaunm
(maxke ecnu B KoHType npumeHsetca FOCT B PKI);

* ncnonb3osBaTtb LUKS/WwmndpoBaHmne ANCKOB A5 CEKPETOB, @ He «CaMofeNnbHoe
wndpoBaHme naponem».

10.3. PedpepeHc-npumep PBKDF2 c TOCT-xawwem (LL1ab10H)

Ecnn TpebyeTcs nonyyunTb KoY 13 napons ¢ npuMeHeHmnem FOCT-xaw-dyHKUMK, criepBa
bUKCMpYOTCH AOCTYMHbIE UMEeHa [alnaXeCTOoB:

openssl list -digest-algorithms | grep -i gost | | true

Hanee npumeHsetca KDF-ytunuTta OpenSSL (ecnm gocTynHa B Bawlen cbopke OpenSSL 3.x).
Mpumep-LabnoHx:

# MNpumep: BbipaboTka 32-6anTHoro knoda PBKDF2 ¢ TOCT-gangkecTom.
# PakTnyeckoe nmsa digest noactaBbTe 13 “openssl list -digest-algorithms’.

openssl kdf -keylen 32 -kdfopt digest:md_gost12_256 \
-kdfopt pass:'CorrectHorseBatteryStaple' \

-kdfopt salt:0102030405060708 \
-kdfopt iter:200000 PBKDF2 | xxd -p -c 32

KoHTponb KauecTBa. [115 naponbHbix KDF npuoputeToM ABASIeTCS CTOMKOCTb K nepebopy
(NaMATbEMKOCTb/CTOMMOCTb). ECNK pernaMeHT He TpebyeT MHOTo, A1 HOBbIX CUCTEM
npegnoyvtutenoHee Argon2id (B LUKS n B npuknagHbix cuctemax), a FOCT ncnonb3osBatb
Ha ypoBHe PKI, TLS-npodunein n pernameHTUPOBaHHbIX KpUNTOOMNEPaLUiA.

11. TunoBble cueHapun NpuMeHeHUs B UHPpPaCTPYKType

11.1. PaspaboTka n tectupoBaHue uHterpauyum c N'OCT-
UHPpaCTPYKTypon

MNpoBepka cepTudMKaToB: Lenoyku, nonntukn, EKU, OID.

MpoBepka CMS-KOHTenHepoB: NoANnUcb/BepnduKaLmnsa Ha cTteHae.

Imynauma FOCT-TLS Ha TecToBbIX 3HAMOUHTaX (GNUTLS/gnutls-serv, Nginx).

PerpeccnoHHoe TecTMpoBaHMe nocsie 06HOBNEeHUI KpUNTobnbnnoTtek
(OpenSSL/GnuTLS/libgcrypt).
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11.2. BbICTPbIN Aension CepBUCOB C Tpeb6oBaHNAMMU NO
FOCT (He CK3U-pexunm)

» Pa3BepTbiBaHue reverse-proxy (Nginx) Ha cTeHAax MHTerpaumu.

* HacTtpoika windpoBaHus anckos Ha BM/y3nax (LUKS2) ¢ LOKyMeHTMPOBaHHbIMU
napameTpamu.

* BepgeHune BocnpoussoanmMon koHourypaumm (IaC) ¢ nposepkaMu «anroputm
AOCTYMeH».

11.3. MNepexoA B peraMeHTUPOBAHHbIN PEXUM

B MOMeHT, Korga NnpoekT NepexoanT B KOHTYP, Tpebyowmn ceptudumumpoaHHoro CK3U:

* MoAKNYaeTca cepTMPULNPOBaAHHbBIN KpUATONpoBanaep
(PKCS#11/CSP/areHT/annapaTHblin MOy b),

» dukcmpytotca npodunm TLS/PKI no TpeboBaHUAM,

* BKJ/IHOYAIOTCHA OPraHn3aLMOHHbIe Mepbl: perfiamMeHTbl KtoYern, ayaunT, AonyCcK
aJMUHUCTPATOPOB, XYpPHasibl, KOHTPOb OOHOBMEHU.

12. EANHBIN YeK-nucT npoBepku «FOCT paboTtaeT»

1. OpenSSL:

openssl version

openssl list -digest-algorithms | grep -i gost

openssl list -public-key-algorithms | grep -i gost

openssl list -cipher-algorithms | grep -i -E 'gost | kuz| magma | grasshopper

2. GnuTLS/Nettle (TLS anarHocTuka):

gnutls-cli --version
gnutls-cli --list 2>/dev/null | grep -i gost | | true
gnutls-cli --priority '"NONE:+VERS-TLS1.2:+GOST' example.local -p 443

3. GnuPG/libksba (cepTupuxkartbl n CMS):

gpg --version
gpgsm --version
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gpgsm --debug-all --import gost256.crt

4. cryptsetup/dm-crypt:

cryptsetup benchmark
grep -i -E 'gost| kuz| magma| grasshopper | streebog' /proc/crypto || true

Kputepuin npoxoxxageHus. FOCT-anropuTMbl AOMKHbI 6bITb NepeyncrieHbl XoTs 6bl B
oAoHOM 13 KpunTobakeHaoB (OpenSSL/GnuTLS/libgcrypt), a TectoBbIn cueHapuin (NOANUCH
nnun TLS-pykonoxxaTue) AomkeH 6bITb BOCMIPON3BOAUM Ha CTEHAe.

PekomeHpauus nNo AOKYMEHTaAL NN KOHTYPOB. B 3KCNnyaTaunMoHHbIX JOKYMeHTax
bukcmpynTe: Bepcmn naketos, KOHbUrypaumio openssl.cnf (nnn OPENSSL_CONF), Habopbl
TLS-anroputmMoB, napameTtpbl LUKS/KDF, a TakXke KOHTPOSIbHble KOMaHAbl U OXXNAaeMble

dparmMeHTbl BbIBOAA.
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