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Pa6oTa c TOCT knto4yamu B openssl

HAUC.OC: TOCT-kpuntorpadusa B OpenSSL
3.5.X (13 KOpobKun)

HacToawmi AOKYMeHT yCTaHaBAMBaeT NOPSAOK MPOBEPKM, reHepaLum KoYen,
BbIMNONHEHUSA onepaLmii LWMGPOBaHNA/NOANNCK U KOHTPONS pe3ybTaToB Mpw
ncnonb3osaHum FOCT-anroputmos B cocTase OpenSSL B HAMC.OC. B HAMC.OC rOCT-
KpunTorpadbus AOCTyMHa cpasy nocne yCTaHOBKM (JOMONHUTENbHbIE NaKeTbl He TPpebyoTCs)
1 peanusyeTcs Yepes NpoeKT gost-engine/engine.

PurKcaumsa Bepcmn cpeabl

Ha MOMeHT noAroTtoBkn AoKymMeHTa ncrnonb3yerca OpenSSL: OpenSSL 3.5.4 30 Sep 2025
(BeTka obHoBNSAETCSA).

3ameyaHune no apxutektype OpenSSL 3.x

MexaHu3m ENGINE B OpenSSL 3.0+ o6bsaBneH yctapeBLimm (deprecated) n ctpaternyeckm
3aMeHéH Ha providers, ogHako npu cbopke OpenSSL ¢ nogaepXKon engines OHK
npogos/mkatoT paboTtaTb, HO C OrpaHNYEHUSIMU NPUMEHNMOCTH.

1 TepMUHbI, cCOKpaLLeHNA U HOPpMaTUBHbIE CCbITIKU

1.1 CokpawieHus

e YKM — user key material (napameTtp VKO, nepefaBaemMsblil CTOpOHe-nony4vaTenio).
* VKO — mexaHu3Mm BbipaboTku obLiero cekpeta ansa FOCT P 34.10 (cm. RFC 4357).
e CMS — Cryptographic Message Syntax (PKCS#7).

* PKI — nHpacTpyKTypa OTKPbITbIX KIHOYeNn.

1.2 HopmaTuBHbI€e CCbIJIKU (TEXHUYeCcKue)

* RFC 4357 — onucbiBaeT VKO 1 psg npaktudecknx npodunen npumeHeHnsa FOCT.
* RFC 4490 / RFC 4491 — npodunun npumeHeHunsa NOCT gng S/MIME n PKI
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(ynoMuHaloTCA B JOKYMEHTauun ABNXKKA).

2 CocTtaB noaaep>xusaembix FOCT-anroputmos

Peanusauna FOCT B aBum>kke OpenSSL nokpbiBaeT Kak MUHUMYM cliefyoLLe Knacchl
anropmnTMos (nepeveHb NprBeAEH MO TEXHNYECKOW AOKYMEHTaLUnn ABUXKA):

¢ TOCT P 34.10-2001 n TOCT P 34.10-2012 — 3UIM n obmeH kntodamu (VKO).

* TOCT P 34.11-94 n TOCT P 34.11-2012 — dyHKLMN X3LLINPOBAHUS.

* [OCT 28147-89 — cummeTpuyHbIn windp (CBC/CFB/CNT) n MAC.

e [OCT P 34.13-2015 — «Ky3Heuunk» (Grasshopper) Kak CMUMMEeTPUYHbIN LWNP.

NmeHa anropntmoB B OpenSSL
[dna reHepaunu kno4venm ncnonb3ytca nmeHa gost2001, gost2012_256, gost2012_512 w
napamMeTpbl paramset, nepedncrieHHble B pasgene 4.

3 KoHTponb rotoBHocTU NOCT-Kpuntorpadpun B cuctreme

3.1 NMpoBepka Bepcuu OpenSSL n aupeKTopun
KoOHpuUrypauun

openssl version -a
openssl version -d

3.2 NMNpoBepka poctynHocTt ENGINE (anarHocruyeckasn
KOMaHAa)

KomaHga openssl engine aBnsietcs yctapeswen B OpenSSL 3.x, HO npuMeHsieTcs gns
ANArHOCTUKN HANTNYUA 3arpy>XeHHbIX engines.

# Noka3aTb CNNCOK engines N NX BO3MOXHOCTN
openssl engine -c

# MNpoBepuTb, YTO gost foCTyneH 1 paboTocnocobeH (ecnu nmsa engine = gost)
openssl engine -t -c gost
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3.3 NHBeHTapusauus anroputmoB Yepes OpenSSL CLI

# Xawn
openssl list -digest-algorithms | grep -i gost | | true

# Wndpbl
openssl list -cipher-algorithms | grep -i -E 'gost|kuz|magma' | | true

TnnoBoV NPU3HaK HEKOPPEKTHOW 3arpys3Ku

Ecnu KomaHabl n3 pasgena 4-7 Bo3BpallatoT ownbkm Buaa unknown algorithm /
unsupported, Heob6xoaANMMo gnarHoCcTMpoBaTb KOHGUrypauuto OpenSSL (OPENSSLDIR,
openssl.cnf) 1 MexaHn3M 3arpy3ku gsmxka/nposangepa. B OpenSSL 3.x engines
cynTaroTcs «legacy» 1 MOryT 6bITb OTKITHOYEHbI COOPKO.

4 TeHepaunsa NOCT-knrouen (34.10-2001 / 34.10-2012)

4.1 TeHepayuuns 3aKpbITOro Kjto4a yepes genpkey

B KayecTBe napameTpa paramset 4ONyCKaeTcs NCNOob30BaTh ByKBEHHble 0603HaYeHNs
nnn Yucnoson OID. NepeyHu nogaep>KmBaemMblix paramset rno afroputMam npmeeneHbl B
AOKYMeHTaLMN ABUXKKA.

# TOCT P 34.10-2001 (npumep)
openssl genpkey -algorithm gost2001 -pkeyopt paramset:A -out gost2001_seckey.pem

# FTOCT P 34.10-2012 (256 6uT) — npumep
openssl genpkey -algorithm gost2012_256 -pkeyopt paramset:TCA -out gost2012_256_seckey.pem

# FTOCT P 34.10-2012 (512 6uT) — npumep
openssl genpkey -algorithm gost2012_512 -pkeyopt paramset:A -out gost2012_512_seckey.pem

MpaBuno Bbibopa paramset

Paramset, HaunHatoLWwmecs ¢ X, npeAHa3HayeHbl 49 Ktoyein oomeHa (key exchange), 6e3
X — pns kno4ven noanucy; 3HadeHme 0 ABNSETCA TECTOBBIM Y MPUMEHSAETCS TONbKO ANst
TeCTUPOBAHUS.

4.2 3Bne4vyeHue OTKPbITOro KJtouya

openssl pkey -in gost2012_256_seckey.pem -pubout -out gost2012_256_pubkey.pem
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openssl pkey -in gost2012_512_seckey.pem -pubout -out gost2012_512_pubkey.pem

4.3 KOHTponb NnapamMeTpoB Ki4a

openssl pkey -in gost2012_256_seckey.pem -text -noout
openssl| pkey -pubin -in gost2012_256_pubkey.pem -text -noout

TpeboBaHMSA K 3aLLMTe 3aKPbITbIX KN0Yen

3aKpbITble KNO4YKM nognexaT XpaHeHuto C npaBaMu 4octyna He wupe 0600 n
pe3epBMPOBaHNIO B 3aLLNLLEHHOM KOHTYpe. Npn aKcnayaTtauumn B NpoayKTnee
pekoMeHayeTCca npuMeHeHne annapaTtHbiXx HocuTenen (PKCS#11/TokeHbl) COrnacHo
NOJINTUKE OpraHmsaummn.

5 PKI: CSR un ceptudukartbl X.509 c FOCT-kno4yamn

5.1 dopmupoBaHue CSR (3anpoca Ha cepTupukar)

Mocne nony4veHUs 3aKpbITOro KoYa ganbHenwne onepaunn ¢opmmposaHmsa CSR
BbINOJTHAIOTCS LUTAaTHO, 6€3 anropuTM-cneunduyHbIX NPUEMOB.

# Mpumep: CSR ona NOCT 2012/256
openssl req -new \
-key gost2012_256_seckey.pem \
-out gost2012_256.csr \
-subj "/C=RU/ST=77/L=Moscow/O=NiceSOFT/OU=PKI/CN=niceos-gost.example"

5.2 CamonoannucaHHbin cepTuduKar (ans cteHpa/TecTa)

# BHUMAHWE: ona npogyktnsHon PKI ncnonb3ymnTe nonHoueHHbI CA-npouecc 1 npodunm
pacLnpeHunii.
openssl req -x509 -new \

-key gost2012_256_seckey.pem \

-out gost2012_256.crt \

-days 365\

-subj "/C=RU/ST=77/L=Moscow/O=NiceSOFT/OU=PKI/CN=niceos-gost.example"
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5.3 NMpocmoTp u Bepudpukauna ceptupukara

openssl x509 -in gost2012_256.crt -noout -text
openssl verify -CAfile gost2012_256.crt gost2012_256.crt

MNpoBepka anroputmMos nognucu n OID

B BbiBOAe openssl x509 -text koOHTponupyeTcsa none Signature Algorithm n
naeHTndmkatTopbl anropntmos (OID). Ana FOCT-cepTudmkaToB oxugaetcs cemenctso OID
1.2.643.* (B 3aBUCMMOCTI OT Npoduns 1 napameTpos YL).

6 XswunpoBaHue, noaNUCb 1 NpoBepkKa noanucu

6.1 XawwmpoBaHue no NOCT P 34.11-94

Mpumep BbluMcieHns xawa md_gost94 npnsenéH B AOKYMeHTauMn ABKKa. OTaenbHO
YyKa3aHo, 4YTO CTaHOAPT TPaKTyeT 3HayeHue KaKk little-endian yncno, a OpenSSL BbiBOAUT
«CblpOV» hex-gamn, KOTopbIv NpY HeobxoaMMOCTK cliegyeT pa3BopaymBaTh No 6anTam.

openssl dgst -md_gost94 data.bin

6.2 TOCT-x3wun 34.11-2012 (Ctpubor 256/512)

openssl dgst -md_gost12_256 data.bin
openssl dgst -md_gost12_512 data.bin

6.3 Co3gaHue anekTpoHHoM noanucu (GOST 34.10-2012) n
npoBepka

# Mognuck (Npumep anga 2012/256)
openssl dgst -md_gost12_256 -sign gost2012_256_seckey.pem -out data.sig data.bin

# [poBepKa noanucu
openssl dgst -md_gost12_256 -verify gost2012_256_pubkey.pem -signature data.sig data.bin

Tpe6OBaH|/|e K KOHTPOJIKO BXOOHbIX OaHHbIX
ﬂOJJ,I'II/ICbIBaEMbIe/ﬂpOBepﬂeMble OaHHble OOJDKHbI PaCCMaTpPUBATbCA KaK 6|/|Hapr|e. He
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AOMNyCKaeTca He3adoKyMeHTMpoBaHHasA nepekogmposka (CRLF/LF, UTF-8/ANSI), nHave
KOHTPOJ1b NOANMNCU CTAHOBUTCS HELOCTOBEPHbIM.

7 MAC n nmutoBctaBka (FT'OCT 28147-89 MAC, HMAC Ha
F'OCT-x3wwax)

7.1 HMAC Ha md_gost94

# Kntou — 32 6anTta (mpumMep: CTPOKa A/15 AeMOHCTPaLMK; B MPOAYKTMBE NCMOMb3YTe OBOVYHbIV KITOY)
openssl dgst -md_gost94 -hmac "0123456789abcdef0123456789%abcdef" data.bin

7.2 TOCT 28147 MAC (gost-mac)

Mpumep 13 gokymMeHTaumm asmxka: pacyét MAC yepes openssl dgst -mac gost-mac ¢
napamMeTpoMm Kito4a.

# BapunaHT: K104 KaK CTPOKa
openssl dgst -mac gost-mac -macopt key:"0123456789abcdef0123456789abcdef" data.bin
# BapwmaHT: koY kak hex (64 hex-cumBona = 32 6arTa)

openssl| dgst -mac gost-mac -macopt hexkey:001122...ffeedd data.bin

YnpasneHve gnMHoON MMUTOBCTaBKMN
B LOKyMeHTauum ABUXKA YKa3zaHa BO3MOXHOCTb U3MeHATb pasmep MAC (1..8 6ainT) yepes -
sigopt size:N (ocobeHHOCTM pa3geneHuns onumi init/final pna dgst Takxe ykasaHbl TaM xe).

8 CummeTpuyHoe wndppoBaHue

8.1 TOCT 28147-89 (gost89) uepes openssl enc

B ooKyMeHTauum ABUXKa npusefeHbl npuMepsl WwngposaHns B pexxnmax CFB/CNT/CBC.

# CFB
openssl enc -gost89 -e -in plain.bin -out enc.bin -k "passphrase"

#CNT
openssl enc -gost89-cnt -e -in plain.bin -out enc_cnt.bin -k "passphrase”
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# CBC
openssl enc -gost89-cbc -e -in plain.bin -out enc_cbc.bin -k "passphrase"

# PaclundpoaHue (npumep CNT)
openssl enc -gost89-cnt -d -in enc_cnt.bin -out plain.dec.bin -k "passphrase"

TpeboBaHue no KDF

KomaHga openssl| enc gonyckaeT yctapeBLUMe CXeMbl BbIBOAA KtoYa 13 napons. B
NPOAYKTUBHbIX CLeHapusax WwudpoBaHna GannoB peKkoMeHayeTCa NPUMEHSTb PeXNMbI C
SIBHbIM K1to4OM/IV nnbo KoHTelHepHble dopmaTbl (CMS), a Takke obecnevnTb
AocTaTouyHoe 4Yncno ntepaunt PBKDF2 (ecnn npMeHMO B Ballein NONTUKe).

8.2 «Ky3Heuunk» n «Marma» (npn ncnosib3oBaHMN gost-
provider)

B npoekTe gost-engine onucaH provider-pexxum ana OpenSSL 3.x n npueegeHbl UMeHa
wnopos (B T.4. CTR-ACPKM n BapuaHTbl ¢ OMACQ).

# MNpumep: «Ky3Heunk» CTR-ACPKM (nms anropntmMa 3aBUCUT OT BKITIOYEHHOIO NpoBanaepa)
openssl enc -kuznyechik-ctr-acpkm -e -in plain.bin -out enc_kuz.bin -K <HEXKEY> -iv <HEXIV>

# MNpumep: «Marma» CTR-ACPKM
openssl enc -magma-ctr-acpkm -e -in plain.bin -out enc_magma.bin -K <HEXKEY> -iv <HEXIV>

KoHTposb goctynHoctn «Ky3Heunka/Marmbi»
Mpv KOPPEKTHOW 3arpy3Ke nposanaepa MMeHa anropuTMoB AOSIKHbI NPUCYTCTBOBATL B
BbiBOAe: openssl list -cipher-algorithms.

9 CMS/S/MIME: noanucb u wumnppoBaHmne coobLLeHNN

9.1 S/MIME-wun¢ppoBaHune: SsBHbIN BbI6OP
CUMMETPUYHOro anropuTma

B ooKyMeHTauum ABUXKa yka3zaHo: npu windpoBaHum nodtbl GOST-anroputm
CUMMETPUYHOTO LWIMPPOBaHUA JOMKEH 3a4aBaTbCa ABHO (Hanpumep, -gost89), Tak Kak
OpenSSL He BbIBOAUT anropnT™m LWNGPOBaHMS 13 KoYern obMeHa aBTOMaTUYeCKu.

# MNpumep S/MIME (unntocTpaTmBHO; agdanTupynTe napameTpbl nog Baluy PKI)
# 1) Noanwuck
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openssl smime -sign -binary \
-in mail.txt -out mail.signed.pem \
-signer gost2012_256.crt -inkey gost2012_256_seckey.pem \
-outform PEM

# 2) LUndpoBaHme (CMMMeTPUYHbIN anropnTtm 3a4aETcs SBHO)
openssl smime -encrypt -binary \

-in mail.signed.pem -out mail.enc.pem \

-outform PEM -gost89 \

recipient.crt

TpeboBaHMe K COBMeCTMMOCTU

CMS/S/MIME coBmecTMOCTb onpegensetcs npodunem YL, Habopom nogaepmBaembix
OID y nony4yaTtens n KOHKPeTHOW peannsaunen Kpuntonposangepa. Nepeq,
NPOAYKTUBHbBIM BHeApeHneM TpebyeTcs MexXCcMcTeMHoe TeCTMpOoBaHMe C LenesbiMuy
npoayKTamMu (MoYToBbIe KIIMeHTbl, Wwiito3bl, CK3U).

10 TLS c FTOCT: KOHTpPOJIb NOAAEPXKKN U MPaKTUYECKUN
3anyckK

[OKyMeHTaunsa OBMKKA YKa3blBaeT Hanu4yme nognepxkn TLS-Habopos wundpos FOCT u
nepeyvncnset 4 ciphersuite, ncnonb3yembix B cooTBeTcTBYyloWeM IETF-draft, a Takke

BO3MOXHOCTb ogHoBpeMeHHon noaaep>xku FOCT n RSA/DSA/EC kntoven npu Hannyum
HEeCKONbKUX Nap Kntoy/cepTndurkaTt Ha cepeepe.

10.1 NHBeHTapusayuuns HabopoB Wnppos

openssl ciphers -v | grep -i gost | | true

10.2 TecTtoBbIN 3anycK TLS-cepBepa (cTeHA)

# Cepsep
openssl s_server -accept 8443 -cert gost2012_256.crt -key gost2012_256_seckey.pem -www

# KnueHt
openssl s_client -connect 127.0.0.1:8443 -servername niceos-gost.example

OrpaHu4yeHne NpUMeHMOCTH
MNopaep>xkka TOCT-TLS Ha cTopoHe KMMeHTOB/NPOKCK/6anaHCNPOBLLNKOB HEOAHOPOAHA.
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[ns npoayKTUBHOWM 3KCNyaTaummn TpebyeTcs npoBepka nogaepxunBaemMolix cipher suites 'y
BCeX y3/10B Lenoyku (knmeHT 0 npokcn/SSL-tepmunHauusa O cepsep).

11 PKCS#12: akcnopT Knova/ceptudpukarta c roct-
WwndppoBaHMEeM KOHTeNHepa

[nsa coBMecTMMocCTu € oTaenbHbIMN CSP B JOKYMeHTauum ABUXKa NpUBEAEH NpuMep
skcnopTta PKCS#12 c ncnonb3oBaHnem NOCT-wundpposaHusa n NOCT-xawa gna derivation

MAC/knouen.

# JkcnopT PKCS#12 (npumep; uMsa koMaHgpl: pkcs12)
openssl pkcs12 -export \

-inkey gost2012_256_seckey.pem \

-in gost2012_256.crt \

-out gost2012_256.p12\

-keypbe gost89 -certpbe gost89 -macalg md_gost94

KoHTponb pe3ynbTaToB

MNocne dopmunpoBaHus .p12 Tpebyetca nposepnTb UMNOPT B LenesoM N0
(CK3W/TokeH/xpaHnnuLe), a Takke KoHTponuposaTb anroputmbl PBE n MAC B cTpyKType
KOHTenHepa.

12 NMponsBoanUTENIbHOCTb: KOHTPOJIb CKOPOCTU
CUMMETPUYHbIX LLNPPOB

Ins wndpos, npegoctaBnsembix Yepes EVP nHtepdeic, LOKyMeHTaLmns ABMXKKA
yKasblBaeT NpumMeHeHune openssl speed -evp.

openssl speed -evp gost89
openssl speed -evp gost89-cnt
openssl| speed -evp gost89-cbc

13 MMHUMaNbHbIN CaMOTECT (NMPOBepKa «MNof, KNoY»)

set -euo pipefail

WORKDIR="$(mktemp -d)"
cd "$WORKDIR"
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# 1) Bepcum
openssl version -a

# 2) TecToBble JaHHble
printf 'NiceOS GOST self-test\n' > data.bin

# 3) Kntoy + nybnunyHbin ko4 (GOST 2012/256)
openssl genpkey -algorithm gost2012_256 -pkeyopt paramset:TCA -out seckey.pem
openssl pkey -in seckey.pem -pubout -out pubkey.pem

# 4) Xaw + noanucb + Nposepka

openssl dgst -md_gost12_256 data.bin

openssl dgst -md_gost12_256 -sign seckey.pem -out data.sig data.bin
openssl dgst -md_gost12_256 -verify pubkey.pem -signature data.sig data.bin

# 5) CummeTpuyHoe wndposaHue (GOST 28147 CNT)

openssl enc -gost89-cnt -e -in data.bin -out enc.bin -k "passphrase"
openssl enc -gost89-cnt -d -in enc.bin -out dec.bin -k "passphrase"
cmp -s data.bin dec.bin

echo "OK: GOST self-test passed in $WORKDIR"

KpuTepun ycnewwHoCT/ camoTecTa
TpebyeTca ogHOBpeMeHHO: (1) ycneLwuHas reHepaums Kn4ya, (2) ycnewHas npoBepkKa
noanucu, (3) coenageHne NCXO4HOro 1 pacwndpoBaHHoro danna (cmp 6e3 pasnuymn).

NMpunoxeHue A (cnpaBoYyHoe): paramset U npumMmepbl U3
AOKYMeHTaLuuun ABUXKKaA

MepeyeHb NoaLepXKMBaeMbIX paramset Ans reHepauun KoYen ykasaH B JOKYMeHTaLmm
OBUXKKa:

e gost2001: 0,A,B,C, XA XB
e gost2012_256: 0,A,B,C, XA XB,TCA,TCB, TCC,TCD
e gost2012_512: A,B,C

TpeboBaHMe K NPOAYKTUBHBIM NPOdUNsSM
icnonb3oBaHVe TeCcToBbIX NapamMeTpoB (paramset=0) B NpoayKTUBHOW 3KCMIyaTalnum He
L0MyCKaeTcs.
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